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Comparison with Prior Work

Cipher Rounds Time  Memory Data  Attack Ref.
CrarT 23 2% pl0f 200 TD-MitM  [AKMMNP24]
2111.46 5120 260.99 D [SYCHW24]
2109 236 258 TD-MitM This Work
24 110 034 260 TD-MitM This Work
25 2117.58 543 260 TD-MitM This Work
26 118 34 064 TD-MitM This Work
D: Differential TD-MitM: Truncated Differential MitM
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